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What will | cover today ?

AGDPR, Data & Impact
AWhat can you do as an organization ?

AHow can G IBM Security help ?
A Guardium: Monitoring, logging & Audit of data
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In Europe over 250 million people use the Internet daily
and over the last 17 years the data protection laws have
not been adopted.
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The European Commission realized that this is a
major problem as users developed different ways
of interacting and sharing data online
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Why the need for GDPR in Europe ?
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. To modernize the law in line with existing and emerging
technologies.

. To create a unified data protection law for all 28 European
Countries.

. To enhance the level of data protection for EU data subjects.




Its all about data é
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Personally Identifiable Information (PlII)

refers to data held about EU citizens that, if disclosed,
could result in damages to those
whose information has been compromised.
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And then it happens..
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